
International Journal of Information, Control and Computer Sciences

ISSN: 2517-9942

Vol:9, No:8, 2015

2059

Abstract

Keyword

(k, n)

j+1
k n

n–k 

k

(k 1)

x1  y1 x2  y2 xn, yn 

f(x)  f(x1)  y1 f (xn) n.

n
p p

p

(k-1) - 



International Journal of Information, Control and Computer Sciences

ISSN: 2517-9942

Vol:9, No:8, 2015

2060

p
 si =f (xi) mod p i 

=1, 2… n

k xi

(k-1)- f(x)

 

2, n

k, n

A. Sharing Process  

(x, f(x))

(x, f(x)).

f(x) = (a0 +a1x +a2x2 …+ak-1 xk-

1) mod z

y(x) = (x, f (x)) 
where x 0 y(1)=(1,f(1)),y(2)=(2,f(2))…y(n)=(n, 
f(n)).
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k (k+1), (k+2) and (k+3)  (x, f (x)).
Algorithm 1: 
Input:  

a. Number of Shares n, 
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b. Number of sections t,  
c. Number of shares required to recover the shares k, 
d. Secret Image I of size r× c× d , 
e. Set of n unique ids y (1)….y (n) (for each participant) and 

coefficients a0 a1... ak-1 of polynomial f(x). 
Output: 

 N shares …  of size r/2× c/2×d 
 

Step1: Split the image I into n-k sections ,  
 
Step 2: Generate Share images  and key image key as 
follows 

  
 for i=1, 

 
; for all i= 2, 3. …t, 

 
) 

 
 Step 3 he image is then subtracted from The resultant matrix 
is then divided by k (threshold number of shares) to produce R. 
 

/ (k) 
 

for i=1 
 

 for all i=2,3,…t 
 

Step 4: In order to aid authentication and to avoid fabrication of 
shares, the image R is left shifted circularly by times to generate 
the share for each participant. 
 

 
     

 
  

           where 1  x  n  
  

Step 5: The constant term for k-1 degree polynomial  f(x) = (a0 +a1x 
+a2x2 …+ak-1 xk-1) mod z is a0 and is assigned to .Similarly  using 
(k+1), (k+2) and (k+ t) combinations of (x, f(x)), solve the polynomial 
of degree k, (k+1) and (k+t-1). The constant term of these polynomials 
are assigned to for all x=2...t.     
Right shift the key circularly by  times. 

  
 

 
 

 
                     for all x= 1…t; 

 
Step 6: This share image and the authentication id y(x) =(x, f(x)) 
where 1  x  n is distributed to each of n participants  The key image 
key of size r× c× d is generated as a block matrix using the keys   
where 1  x  t.     

B. Recovery Process  

Algorithm2  
 

k 
f(x)

x, f(x)) k 

x mod 255  in Step3. It 

t

 

.

 I k, k+1 and k+t-1 
k,

k+1, k+2…k+ t (x, f(x)).
 
Algorithm 2: 
Input:  

1. k number of participant images of size r/2×c/2×d, 
2. set of k unique ids y (1)….y (k) (for each participant) 
3. Key image and  
4. Total Number of participants (n) from the database 
 

Output: Sections of the Secret Image f size r/2×c/2×d 
 

Step1: Let the share images of k participants be  where 1  x  
k. Calculate number of regions or sections in the secret image t= n-k. 

 
 Step 2: With the knowledge of k pairs of (x,  f(x)), determine the (k-1) 
degree polynomial f(x) and the coefficients are calculated using the 
following equation. 
 

                    
 

 Step 3: Authenticate shares and check the integrity of the cover image 
by calculating  
  

             
 

                  
             where 1  x  k. 
 
               if ==  the shares are not  
              modified and share from database can be accessed.  
  

 
 

 
  
 Step 4: calculate  
 
                  =  (  +  ...+ ) 
 
 Step 5:  is the first section of the image  and the size of  is 
r/2× c/2×d. To retrieve section , determine the k -degree 
polynomial f(x) using the k+1 pairs of (x, f(x)). The constant term 
modulus 255  calculated. 
 

 
 
 

 
 Step 6: Similarly to retrieve the remaining sections  where   
i= , the k +i pairs of (x, f(x)) are used to   solve the (k +i-1) degree 
polynomial f(x) and the constant   calculated. 
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R
r/2×c/2×d R  

r ×c ×d. 

 

 Matlab 10.0 Windows 8. 
 i5 Processor  4 GB 

 
img1  150*150 r k  3 n  5. 

 (3, 5) 
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