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Abstract—Topological changes in mobile ad hoc networks So if a direct link (also called a one hop link}weeen two

frequently render routing paths unusable. Suchrrentipath failures
have detrimental effects on quality of service. Uktable technique
for eliminating this problem is to use multiple kap paths between
the source and the destination in the network. phjger proposes an
effective and efficient protocol for backup andjaiist path set in ad
hoc wireless network. This protocol converges thighly reliable
path set very fast with no message exchange owtriigee paths
selection according to this algorithm is benefid¢@l mobile ad hoc
networks, since it produce a set of backup pathh wiore high
reliability. Simulation experiments are conducted dvaluate the
performance of our algorithm in terms of route nensbin the path
set and its reliability. In order to acquire lindiability estimates, we
use link expiration time (LET) between two nodes.

Keywords—Wwireless Ad Hoc Networks, Reliability, Routing,
Disjoint Path

|. INTRODUCTION

nodes breaks, it can discard one and only one patrefore,
all the other paths are not affected by the failumd the nodes
can go on communicating. Moreover, finding disjgaths set
can help developing QoS multipath routing protoc8s for
selecting a set of paths to achieve high reliabititaggregate,
the correlation of failures between the paths & gkt should
be as low as possible. A simple solution to deteendisjoint
paths would be to employ an iterative procedurayhich the
shortest paths are found one after the other, remgdkie links
of the path after it is found. Unfortunately, suahsolution
does not work well in practice.

This paper proposes an effective and efficient qaroit for
selecting backup and disjoint path set in ad horeless
network to maximize the overall reliability of pattet as
backup set of primary route. This protocol is dnivey
accurate path reliability metric and it is using uaique
negative weight assignment algorithm that allowstade

OBILE nodes and wireless networking hardware ardirected links to be temporarily reused during paiit

becoming widely available, and extensive work hesrb
done recently in integrating these elements inaditional
networks such as the Internet. Oftentimes, howenahile
users will want to communicate in situations in efhno fixed
wired infrastructure is available. In such situpip a
collection of mobile nodes with wireless networkenfiaces
may form a temporary network without the interventiof a
centralized access point and established admitigstraThis

type of wireless network is known as a Mobile Adcho

NETwork (MANET). Nodes in this network perform netrk
tasks like relaying packets, discovering routesnitooing the
network, securing communication, etc. such netwoaks
likely to be widely used in several future applioats of
practical importance. Examples include disasteroverng
operations, battlefields, communication in remetedins like
reservations, rural areas, events, and so on [11].

Since nodes in this network do not have fixed pasiand
move in an arbitrary manner, we must consider diseotion
as a normal network behavior because it can odtaranode
has moved or a user has turned his device off.

Route disruption invokes a route recovery processraay
lead to excessively long delays at the routingriayel affects
the quality of service for delay sensitive applicas.A set of
link-disjoint paths is a set of paths that haveeammon links.
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construction. Directed link is a link that has fand or
backward direction and the routing algorithm hagdust
already.

Il. RELATED WORKS

More multipath routing protocols have focused oadlo
balancing and provide fault tolerance and do netuls in
case quality of election paths.

In the most related works, sending route requesketia is
used for path set selection that compute the routé
employing flooding method in the entire network.

Hauspie et all [5] proposed a routing algorithmdelecting
the disjoint paths in mobile ad hoc networks whings been
designed for client-server based applications. Tstocol
need to know the distance between every node andahrce
node. This can be done using periodic beacon messagt
generated extremely message overhead. Moreover
destination node uses a set of sequenced numbemitha
consume more largely bandwidth of the network ammidase
the size of packets.

The multipath extension to DSR (MDSR) presentefll 6]
maintains alternate disjoint routes to the destimatwhich are
used when the primary one fails. It is demonstrabsd
simulations that the multipath extension schemerednce the
frequency of route request-query floods.

Das et all [2] proposed a flooding mechanism tleatstders
a Time To Live (TTL) for each Route Request (RRpQgket
and it decremented after each hop. In this methadh RREQ

the

contains aroute record, in which is accumulated a record of
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the sequence of hops taken by the packet as iogagated
through the ad hoc network during this route discpv
process. If the message is not duplicated and ETiot zero,
the packet will be rebroadcast to all neighbors.tiis node
discards the packet only if there were too manyshampif the

path is looping, the protocol is more likely to gesite a lot of
paths. The main problem is that the number of geadr
packet is very high. Thus, this protocol can bedusely in

small density and short distance.

Multipath source routing (MSR) [12, 13] proposes
weighted round-robin heuristic-based schedulingtsgy to
distribute load among multiple paths. Lee et a)l gjroposed
the Split Multipath Routing (SMR) algorithm for set
maximally disjoint paths. In this protocol multipatoutes
discover by a modified route request procedurghi;ischeme
intermediate nodes are allowed to rebroadcast catpliroute
request messages if they received them from awittk better
quality of service. However in this protocol thdiability of
links has not been used and the paths are noelgrdiisjoint.

In [4], Ant Hoc Net algorithm is proposed for ragi in
mobile ad hoc networks based on ideas from therewatu
inspired ant colony optimization frameworkhe algorithm
consists of both reactive and proactive componeard
discovers multiple paths for each active data eassi

Another multipath extension to DSR, proposed in [14es
node coloring techniques to find two disjoint pathsing the
guery phase of the route discovery process. Adonedemand
multipath distance vector routing (AOMDV) [8, 9] mputes
multiple loop-free and link-disjoint paths duringet route
discovery process.

A similar path selection criterion is adopted ineth
redundancy based multipath routing (RBMR) [6], whaims
to establish a route that contains more redundathisgowards
the destination. Meshed multipath routing (M-MPR]) {ises
meshed paths and selective forwarding on all ineeliate
nodes to achieve better load distribution in senstworks.

I1l.  PROPOSEDAPPROACH

A. Assumptions

We define the reliability of a network element dwe t
probability of that element being operational. Thi®tocol
denote the probability of proper operation of lirtky

Rj”"k where i, j are the number of nodes that are coedect
MANET is modeled as a probabilistic gra@® = (V, L) with
probabilities of proper operation assigned to thksl where V

is the number of node in the network and L is thke humbers

between them. A link operates with probabillﬁfIink and fails

fink —q_ pij'mk. Accordingly, for a source

node S and a destinationD, Reliabilitys ,,(S# D)

denotes the probability that there exists at least path
connectingSandD overGP graph.
Each node in this protocol continuously monitore th

with probabilityQ
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reliability of each of its incident links. In ordéw acquire link
reliability estimates, we use LET between two nodesume
two nodes i and j which are within the transmisgiange r of

each other. Let(X,Y,) be the coordinate of mobile host i
and(X;,Y;) be that of mobile host j. Also let;,V, be the
and 6,6,(0<6,6, <2m)be
directions of nodes i and j, respectively. Themr, #mount of
dime of two mobile hosts will stay connected isceddted by:

_ —(ab+cd) ++/(a2 +b?)r? - (ad - bc)? @)
B a+c?

speeds, the  moving

LET;

)

Where
a=V, cosg -V, cosy,
c=v,sing -v, sing,
b=x-x;,d=Yy, -y,
After calculating the LET in all the links withimé network,

the highest amount of LE(LET ) is determined.

The probability of the proper operation of a linktlveen
nodes i and j is obtained by:

ax

_Iink - I-ETi,j (2)
U LET

WhereLET . is the biggest time period which the two

nodes are connected in the network. In this prdtdoe link
reliability estimation is distributed to all nodetherefore
significantly higher estimation accuracy is achikve

B. The computation method of path set reliability

Assume A={ path,, path,,..., path,} denote a disjoint
path set that is including n paths. For computimg overall
reliability of the set, first the reliability of el path inside it
must be determined™ipath reliability of the path set is
obtained by:

relipath, = l_l p, @)
j:

Where, p;is the probability of j link properly operating and

m, is the number of links through this path. Thebability of
the i" path improper operating is computed by:
failpath =1-relipath, (4)
Then the probabilities of improper operation ofhyzain the
set are multiplied to obtain the probability of lpdailing of
overall set. Therefore, the reliability of the eatiset is
obtained by:

n
Reliability =1-[ ] failpath
1=
If a single link reliability of each path that belgs to the
path set increases the overall graph reliability wcrease. In

other words, if the collectio’A ={ pathy, path,} is included

®)
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two paths and the reliability of one of them inged, the
overall reliability will be increased. The reliabjl decreases
as the number of links increases, and the ovesbdihility of a
path is worse than the reliability of each of it&ks$. With the
addition of reliability increase the number of mihcreases
and the overall reliability is better than the abliity of every
single path. Therefore our goal is to choose asyrpaths as
possible and at the same time include paths whiehn@ost
reliable. However selecting as many of disjointhgatannot
maximize reliability of the path set because ther®y be a
number of unreliable and long paths in this setictviwill
cause decreasing reliability of the path set. @natier hand,
a choice of fewer, but shorter and more reliablthpanay
produce a greater overall reliability.

Proposal solution based on an iterative procedfirfowr
steps: (1) a search for the most reliaBle> D path, (2) a
decision on whether this newly found path improthes path
set reliability, or not, (3) a means of augmentihg path set,
and finally, (4) a simple transformation of the erlgling
graph, so that the path search may temporarilylinke of

D.Definitions

1. A non directional link is a link between two neigib
nodes which is not selected by the routing algorith
In other words at first before the routing algarmith
process, all the links of the network are non
directional links. After the routing algorithm has
chosen a new path, the links consisting the path, a
separated and removed from the non directiona$link
set. For example in figure 1 the links (F, D), &,
are non directional or undirected links; because no
path has passed through them.

2. After the routing algorithm has selected a religid¢h,
the links in that path which are directed from the

source to destination node, are defined as forward

directed links.

For example, in figure 1-a, after choosing the

pathp, ={E,D,H, 1}, the links (E, D), (D, H), (H, 1) which

paths already included in the sétthe new path is overlapped are from the source node E to the destination ripdere

with one or multiple routes of the path set, mustdecide
that whether the removal of the overlapped link &ma re-
arrangement of the path set will increase the diviertability
,0r not.

C.The selection method of most reliable path between a
source and a destination

In this algorithm a route cache is considered fxhenode
that will preserve the order of nodes and prob@dsliof most
reliable visited path from each source. For salgcthe most
reliable path between any two nodes, the followatgprithm
is performed:

First the source node propagates the RREQ packéteto
nodes which are in its transmission range. This QREcket
contains the following fields.

Record: In which accumulates a record of the secpi@r
hops taken by this packet.

Prob: In which the link reliability of the followegaths
exists.

When any node receives a RREQ packet, it procabses
request according to the following steps:

If this node has already received a RREQ packet wit
higher reliability degree, then it will discard thew packet.

If this node address is already listed in the raetord in
the request, for preventing a loop creation, th&ERRPacket is
discarded.

If this node has not already received the RREQ ¢laok if
the received packet has a low reliability degredhis case the
node appends its own address to the route recdhdiRREQ
packet, and also its incoming link reliability toet Prob field
of the packet and re-broadcasts the request teitghbors and
updates its route cache.

Otherwise, if the target node is achievable, tHen rmost
reliable route is chosen and it returns a copyhisf toute in a
route reply packet to the source node.

d considered as forward directed links.

3. As the same way, the links in that path which are
directed from the destination node to the souraeno
are defined as backward directed links.

For example in figure 1-a, after choosing the

pathp, ={E,D,H, 1}, the links (D, E), (H, D), (I, H) which

are from the destination node | to the source nBdere
considered as backward directed links.

4. In the proposed algorithm not only a reliability is
assigned to each link (a number between 0 andut), b
also a weight is considered for it.

The reliability of each link is unchangeable, arsl i

determined with respect to some effective pararedtedata
network.

These parameters are as follows: the velocity afespthe

delay amount when receiving data packets from Ithiat the
interference phenomenon and signal attenuationhetgever,
the weight is a indicator which is used to the irgulgorithm
is performed and recognized the forward, backwamdl @on
directional links. The weight may be changed whes path
set being finds.

E. The proposed algorithm for finding the path set between

two nodes

At first, we assume that the path set is empty efsut,

because there is no route between source and atéstirand
also all the links of the network is non directibrighen the
routing algorithm which described in section 3-3&formed
and computed the most reliable path between twesioéffter
choosing the new path, it enters into the path Beén the
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entire links of it decompose in its parts and deribe forward
and backward links. In this algorithm forward links not
allowed to belong to a temporary path but backwiald can
be one. Therefore after selecting the new pathfoitward
links are removed and backward and non directibnks$ can
be used by routing protocol. Routing algorithm whic
described in section 3-3 is performing iterativalyd finding
the most reliable path on the given graph. Thecsedenew
path denote candidate path. If the new path dowetlapping
with any other route of the set, enter into théhmatilection so
that improve the whole reliability. Otherwise if éontains
backward links, it associates with one or more patb the
path set. An overlapping is removed by constructireyv
paths. For example, in Figure 2-a, during one & Haer
iterations, the candidate pagk,C, H, D, G, 1} is found, which

overlaps with the previously fourg ={E D, H,1}. The
associative link is (D, H). If the overlapped lirg removed

two disjoint paths pnl, p..2 obtained. These paths contain the

following links (see figure 2-b).
p1={E,D,G 1}, p2={ECH,I}

In general, the candidate path may be overlappeti wi
{ path,, path,,...,path } belong to the overall set A, which the

removal of the overlapping is generalized in aightforward
manner. If the new path overlap with any other gatb the
path set, must be decided that whether the
overlapping links and rearrangement the path sgease the
overall reliability or not. Therefore the followinglgorithm
will be executed.

Decision algorithmfor removal overlapping links

Assume thata={ path,, path, ..., path,} contains n disjoint

paths which the new path overlapped with some efitAnd a
set of disjoint paths B={path’, path,...,path’na} is
constructed after all the overlapped links is reatbv

At first we calculate the reliability of any pathtd the set
A:

Reli.A = Iﬁ P (6)

Where m is the link numbers of'lpath andReli.A is the

path reliability of the set A.
Then the reliability of A is computed as follows:

ReliabilityAzl—lj(l— Reli.A) (1)

And then we determine the reliability df path of the set B
as following equation:

Reli B, = ﬁ P ®)
.

Where P; is the probability of proper operation &ffink and

w is the link numbers of k path. The reliability sét B is
computed by:

removal

Reliability, = (1- lj (1-Reli.B,)) ©)

Decision

If Reliability, > Reliability, then the overlapping links are
removed and rearrangement the path set, otherise finks
are not removed and the new path discarded

If an overlapping is removed, the routing algorithem use
them in next iteration again; because they do efiry to any
route into the path set.

If the overlapping links are not removed, then tbeting
algorithm can not use them in next iteration.

This procedure continues until no new path betvwsmirce
and destination can be found. Therefore the resatlt most
reliable and disjoint path set which connectedsiierce node
and destination node.

Pl e

Candidate path — — — »

Destination

PH={E,C.H,I} = »

p={&.D0,61} —»

Fig. 2 overlapping Removal between two path

IV. NETWORKMODEL

The simulation consists of a number of parts. Tiret &nd
underlying part is the mobility model that dictatesv nodes
move throughout the network and the structure efrtetwork
itself. The second part of the simulation is firglthe path set
between any two nodes using the proposed algoriffime.
three part of it is the neural network predictigrstem. All
parts were implemented in MATLAB.

Our simulation modeled a network of N mobile hgstxed

randomly withiflOO0x 500m? . The random waypoint model
[1] was used in the simulation runs. In this modelnode
selects a destination randomly within the simulatsea and
moves towards that destination at a predefineddsg@ece the
node arrives at the destination, it pauses atuheist position
for 5 seconds. The node then selects another dtstin
randomly and continues the process again. Each mues
with a velocity between 0 km/h to 72 km/h. Each gation
executes for 100 seconds of simulation time.

With respect to mobility speed, direction of moveimne
associated with every node and the link expiratione
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between any two nodes; we assign the reliabilityefch link.
Some metrics is used for evaluation of proposedrahgn:

- The reliability of the path set between sourced antransmission range, the set reliability is highed all the paths

destination nodes.
- The number of reliable and disjoint paths as bpaloutes
which there exist into the path set.

V.EXPERIMENTAL RESULTS

In the first simulation group, we assumed thatrthmber of
nodes was 36, and the nodes moved randomly inoaBiple
directions with a predefine speed and the radinstrassion
range was varied between 100 and 300.

Figure 2 shows the rate of reliability changes wibpect to
transmission range of nodes. As shown in the figuhe
overall reliability will increased when the transsion range

of nodes increased and it converged to one. Becafise

increasing the transmission range of nodes, thérdevmore
link numbers between source and destination nodéshvean
be used; thus the whole set reliability will incsed.

Reliability of path set

o
[N

5 W

I ‘ ‘

100 150 200 250 300
transmision ra nge

Fig. 2 the rate of reliability changes with respctransmission

range of nodes

Also as shown in figure 3, increasing the transimissange
of nodes enlarges path numbers in the path seauBecwhen
the radio transmission range of nodes increaseck tre more
routes between source and destination.

181 4

16 =]
$o1ar H
S
o 12 =]
@ - a
‘510 [= B
N (=]
D =]
= =l
= =1
Z o

B-m
4k n
=]

2l

- =]

4’.1 g2 , , ,

00 150 200 250 300
transmision range(meter)

Fig. 3 the rate of path numbers changes as a amofithe
transmission range of nodes

According to figure 3, so that around 6 paths betwe

source and destination node, we can select thentiasion
range of nodes as 200 meters and the overall ilélatf the
path set is .65.

Figure 4 illustrates the rate of reliability chasgeith
respect to time. As the figure shows on the inerezstime a

number of paths in the set are disrupted which esaus
decrease the whole reliability gradually. Around)2Beters

in the set are disconnected in longer time, andrétiability
decrease with lower speed.

Figure 5 shows the rate of backup paths numbergesaim
the path set as function of time. In this datagssith more
transmission range of nodes, route numbers in #teless
degrade. We can see from the result that with 2@fers
transmission range after 50 seconds, there arevaicd paths
between source and destination and communicatiogaan.

1

e, transmission range=150
08 ™., S, | transmission range=200 ||
. . -+ fransmission range=250

08 A -
\\" e,
o7 ey, e N
.
0B h\'-. S,
g e e,
= 05 i, e,
£ -, S,
# 04 S, o
",
03 e

1) W‘El Z‘U 36 46 EIU E‘El P‘U a0
Time(second)

Fig. 4 the rate of whole reliability changes veroee with different

transmission range

Number of Routes

1) 10 20 30 40 50 B0 70 a0
Time(zecond)

Fig. 5 the rate of path numbers changes in the geitthiersus time

Figure 6 shows the rate of backup path numbersgesaim
the path set as function of time. In this scenane,assume
that the network contains N=36, and all nodes mwith a
same velocity and transmission range of nodes dlant200
meters into consideration. If the nodes move véts lvelocity,
links expiration time will be more and the pathsnter of set
degrades with lower speed. Figure 9 illustratesr#te of the
path set reliability changes with respect to timmethis figure
at less velocity, a lower number of paths are giwd and
reliability rate will be more. Therefore, in casé 36 km\h
nodes speed, there is at least one backup patedetsource
and destination for 50 seconds and communication
maintained.
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{ Speed=18 km/h
9 —-—8--- Speed=36 km/h |

‘L“ ————— Speed=72 km/h
i ]
H
e

Number of Routes

\ . | n
0 10 20 30 40 50 &0 70 80
Time(second)

Fig. 6 the rate of path numbers in the path setfasction of time

In the next simulation group, the number of nodeshie

network was varied between 10 till 70 and they ndove

arbitrarily in any direction with a random speed.

Figure 7 illustrate the rate of the path set rdliigbchanges
as a function of the node numbers in the MANET sAswn in
the figure, when the node numbers is little, theiié be less
connection between mobile nodes and the reliabditythe
path set is degraded. Increasing the node numiverthe
networks, increase the link numbers and the wheliahility
of the path set will be more gradually.

Note that if the radio transmission range was 2@€ens, the
rate of reliability of the path set with respect ttee node
numbers was increased. The reason is that whesntission
range is low and the network is sparse, each nadecover
the little area of the simulation grid, hence ipisssible to no
reliable paths between source and destination nodebe
number of them is low. However, the increase in riogle
numbers will be caused that the network is densd, the
routing algorithm can be found more disjoint andiatde
paths which the whole set reliability will be inesed
significantly. As shown in this figure, the relidityi of the path
set was increased approximately 200 percent whemdide
numbers was varied between 10 till 70 and transorisgnge
was 200 meters. On the other hand, the increaegfath set
reliability versus of node numbers is relativelylevhen the
radio transmission range is increased. We obsemvéhé
figure, when the transmission range was 300 metedsthe
node numbers varied; the reliability of the pathisereased
only 15 percent. Because when the transmissiorerangigh
and the number of nodes is low, every node canrcavarger
distance; thus the link numbers in the network dhd
reliability of the path set increased. While thereased of the
node numbers in this transmission range only irsg@ahe
unreliable links in the network, hence the wholéakglity
increased very negligible.

—=4~ transmission range=200
09 transmission range=250
- i =300
o ransmission range: -
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£075 o " e M 1
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Fig. 7 the path set reliability changes with re$pethe node
numbers

VI. COMPARISON

Hauspie [5] procedure is one of famous method widch
used for computing disjoint paths. Figure 8 shohes ate of
backup paths number changes in the path set wéihect to
time using Hauspie method. As the figure represeviten
nodes move with speed of 36km/h, there is at leastvalid
path between source and destination nodes for 86nds.
Compare to our proposed method, in the same dondits
mentioned before in figure 6, there is at least lnaekup path
remained till 50 second which is about more thars&€ond
respect to Hauspie method. Therefore by using tbpgsed
algorithm, the connection between source and dsdBim
nodes will maintain longer and there will be no dhe®
discover new paths.

Table 1 illustrates the comparison between the qse
method and Hauspie method.

10

Speed=18 km/h

== Speed=36 km/h
eed 72km/h

Number of Routes

9
8
7
&
st b &
4
3
2
1
0

0
Time(second)

Fig. 8 the rate path numbers changes exists ipdtteset with
respect to time using Hauspie algorithm

o
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TABLE |
A COMPARISON BETWEEN PROPOSED ALGORITHM ANBIAUSPIE METHOD

Proposed
method

12sec

Hauspi
e method
15sec

The time complexity
for finding the path set
with 250 meters of
transmission rant

Average backup paths
with speed of 36km/h till
80 seconds.

Reliability

VII. CONCLUSION

In this paper we propose an effective and efficiatocol
for select backup and disjoint path set in ad hoeless
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new paths in the on demand routing algorithm.
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