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Abstract—Information generated from various computerization
processes is a potential rich source of knowledge for its designated
community. To pass this information from generation to generation
without modifying the meaning is a challenging activity. To preserve
and archive the data for future generations it’s very essential to prove
the authenticity of the data. It can be achieved by extracting the
metadata from the data which can prove the authenticity and create
trust on the archived data. Subsequent challenge is the technology
obsolescence. Metadata extraction and standardization can be
effectively used to resolve and tackle this problem. Metadata can be
categorized at two levels i.e. Technical and Domain level broadly.
Technical metadata will provide the information that can be used to
understand and interpret the data record, but only this level of
metadata isn’t sufficient to create trustworthiness. We have
developed a tool which will extract and standardize the technical as
well as domain level metadata. This paper is about the different
features of the tool and how we have developed this.
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|. INTRODUCTION

HIS paper is about that how the critical assets of the

Indian legal system can be organized for long term digital
preservation with the help of software tool called Disposed
Case Portfolio Manager (DCPM). This software is based on
Open Archival Information System (OAIS: 1SO 14721
standard) framework [1] developed by NASA’s Consultative
Committee for Space Data Systems (CCSDS) [2].

There are about millions of cases disposed by Indian courts
per year and each court is maintaining their data independently
in different ways. The first step is to collect the data from
distributed architecture [3], [4]. After that, the metadata
extraction and standardization along with its data is another
critical and essential activity. DCPM tool will collect the data
from NIC system followed by the process of metadata
extraction and standardization [5], [6].

One of the key features of this tool is that, it will classify
the metadata into two categories, that is, Descriptive metadata
and Representation Information.

11.DCPM ARCHITECTURE

This tool will be deployed in Delhi courts to collect the
Disposed Case records.
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Fig. 1 Disposed Case Portfolio manager Architecture (DCPM)

There are three major processes of DCPM:
1. Data Collection
2. Metadata Generation and Standardization
3. Packet Creation for Long Term Preservation.

I1l. DATA COLLECTION

Data collection will be done at producer level. Data
collection can be a fully/semi-automatic procedure depends
upon the situation. In this pilot project CDAC has developed a
procedure to fetch the data from the NIC database and will
also have the option to upload the disposed cases files into the
DCPM software. During the upload activity of individual
documents it’s very essential to maintain the indexing of these
documents. The indexing feature in DCPM is dynamic i.e.
each respective court can maintain the order of placement of
documents as per their standard. This tool is also maintaining
the type of documents which needs to be uploaded.

Descriptive Metadata - In this direction, CDAC Noida had
developed a Metadata Standards for Long Term Digital
preservation of Disposed Case Records. This standard has
been made mandatory for Delhi courts under National Digital
Preservation Program. Presently each court is maintaining
their records in different manners and there are about millions
of cases which need to be standardized per court. This
challenge has been catered by DCPM tool. It will collect the
data from NIC database for all Delhi courts as per the
respective configuration and after collecting the data it will
extract and standardize the metadata as per the above
mentioned standard.

Representation Information is used to interpret and
understand the data. In this evolving era, technology is
changing every day and the data with specific technology can
be interpreted with the help of its technical metadata only e.g.
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if record is available in .pdf format then pdf version number,
software configuration etc. is required to render and interpret
the stored record.

IV. METADATA GENERATION

In the metadata extraction phase DCPM will separate the
domain and technical metadata. The domain metadata will be
segregated into different sections as per the standard. For
technical metadata the Representation Information will be
extracted from each record. All the extracted metadata will be
stored in the open source format. In case of domain metadata,
there will be provision in the software to manually enter the
missing metadata as per the access rights.

Once the data collection and metadata generation is
complete, next step is to standardize the metadata.

V.PACKET CREATION

CDAC has developed a standard folder structure for
keeping the packets termed as Submission Information
Package. This packet will consist of data and its standardized
metadata along with packing information.

Following are the components of the packet:

1. Data- It will contain the digitized document and media
files.

2. Metadata- It will have the domain and technical metadata
for each and every file.

3. Manifest File- It will contain the packaging information
about the data and its metadata. This information will be
useful for secure packet travelling and packet validation.

4. PDlI file

VI. SIP ARCHITECTURE

Submission Information Package is one of the components
of OAIS information. SIP is a collection of data and it’s
metadata along with preservation information. The main goal
of DCPM s to produce SIP packets at producer level which
can be later on transferred to the central location for long term
digital preservation. Therefore, we have to standardize a SIP
structure, so that later on it can be converted into an Archival
Information Package for long term storage.
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Fig. 2 SIP Packet Architecture

SIP is basically a combination of data and its metadata.

Therefore, to preserve the case record it is essential to extract

the metadata from every document and encode it into an open

source format. For each case record there will be single
domain file, which will contain the domain level metadata
filled/finalized by expertise. To make SIP more secure and to
maintain the transaction details, packet will enclosed by the
manifest file.

VII. RESULT

A SIP packet in the above defined structure architecture
will be the result for each and every disposed off case. There
must be four types of XML file in each SIP packet.

A. Manifest File

Manifest file [7] will contain the transactions details of SIP
packet, such as, sender and receiver’s details, path and
checksum of all file folders.

Sample File is:

ion="1.0" encoding="UTF-& 7

formation:
1P1d > 310025000003 2015 < /51914 >

0200000021930 2/ Casald=

o> Disposed Case Portfolio Manager V1.6 </S1PSourcelnfos
per the metadats standard V1.7 </S1PPackageinfos
PFormats

IhAGOATIRCT 15897 1 71800 50d Ie
ksurma

mmAlgarithm >

*/10.226.19.34<
FC-AD-D

0:0:0:0:0

3= dd/ MM vy > 3506/ 3015 2 /Date s
nat="HH:mm:ss > 12:41:37 IST</Times

Hear Laxmi Nagar=/Createdfor s

5 00000020001

Near Laxmi Nagar</Organisationtam
Dt o Organ

Fig. 3 Sample Manifest File

B. Provenance Description Information (PDI) File

PDI [8], [9] XML file will contain provenance information
of the packet, as from where this comes, from which machine
this packet is generated. Access right information will also
goes in this file.

Sample PDI file is:

A > UTF-8 < /EncodingStandard >
isposed Case Portfolic Manager V1.
As per the metadata standard V1.7 -

validator </ Hismes
ates25/06/2018, 12:90:40 IST </SIPCreationDate >

ramawork s

Qalk
ept KKD court </ fecordHolding

</Checksuminfos

Fig. 4 Sample PDI File
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C.Case Descriptive Information

This file in SIP packet will contain complete information
related to a case in xml format.
Sample file is:

Tetskrofile=
<Title>Disposed Case Descriptive Information</Title>
<Mets:metsHdr xmlns:Mets="uri: 1" Status="completed” CreatedDate="25:06:2015 12:4
- <Mets:agent Role="kkd"=
<Mets:Name>CASE - 02402C0000021980</Mets:Name=>

</Mets:agent>
<fMets:metsHdr>
<Mets:dmdSec xmins:Mets="uri:1" MDType="OTHER" ID="DM1"
- <Mets:MDWrap type="General_Case_Information” MIMET‘(PE— “Text/XML" >
- <Row>
<Title> WORKMEN VS M/S AIR FRANCE,</Title>
<language>ENGLISH</Language>
<Case_Type=Civil</Case_Type>
<Case_Sub_Type>LABOUR/IND. TRIBUNAL REFERENCE MATTER L.I.LR C <,
<Filing_No>21132</Filing_No>
<Case_Serial_No>193/87 </Case_Serial_Nox
<Filing_Date>1980-03-15 11:04:38</Filing_Date>
<Charges>Taxation and order of tax costs have been brought over to the:
<Judgement_Date>2005-07-11 13:04:34</Judgement_Date>
<Judgement:Irrigation Department Issued an order whereby the suspens
<Judgement_Document >4 </Judgement_Document >
<Date_of_Decision>2005-07-11 13:14:42</Date_of_Decision>
<Decision>Revoked</Decision>
<Reference_Case_Id/>
<Court_Room_Number:>50</Court_Reom_Number>
<Fine_Amount>20000</Fine_Amount>
<Case_Year>1980</Case_Year>
<Case_Id>»02402C0000021980</Case_Id>

</Rowz
</Mets:MDWrap>
</Mets:dmdSec>
<Mets:dmdSec xmins:Mets="uri:1" MDType="OTHER" ID="DM2":
<Mets:MDWrap type="Petitioner_Information” MIMETYPE=' TextlxML > </Mets:MD'
</Mets:dmdSec>
«<Mets:dmdSec xmins:Mets="uri:1" MDType="OTHER" ID="DM3"
<Mets:MDWrap type="Accused_Information” MIMETYPE= Text.’)(ML </Mets:MDW
</Mets:dmdSec>
«<Mets:dmdSec xmins:Mets="uri:1" MDType="OTHER" ID="DM4"
- <Mets:MDWrap type="Witness_Information” MIMETYPE=" Text/XML =
- <Row>
<Witness_Serial_no>W004</Witness_Serial_no>
<Witness_Name>SMT.BHATERT DEVI</Witness_Name>
<Father_s_Name>LT.SH.KISHAN KUMAR</Father_s_Name:>
<Address_1>KHATIWAS NEAR DADRI, HARYANA.</Address_1

Fig. 5 Sample Case Description File

D.Technical Information (File Level)

SIP packet will have technical XML files for each uploaded
files respectively. For an uploaded pdf file format version,
total no of pages, language and mime type of file is required.
Whereas this metadata will change with file if an image will
be uploaded then color depth height, width and pixel depth etc
will be important information.

Technical XML File for uploaded PDF File:

<vxml version="1.0" encoding="U1+-§"7>
- <TechxXMLFile fileFormat="PDF" name="02402C0000021980010105201=
- <Generallnformation>
- <Entity>
<metaname>mimeType</msetaname=
<metavalue>application/pdf</metavalue>
</Entity>
- <Entity>
<metaname>FileFormat</metaname=
<metavalue>PDF</metavalue>
</Entity>
- <Entity>
<metaname>Version</metaname>
<metavalue>1.6</metavalue>
</Entity>
- <Entity>
<metaname>FileSize</metaname >
<metavalue=14779398</metavalue>
</Entity=
- <Entity>
<metaname>language </metaname>
<metavalue> </metavalue>
</Entity=
- <Entity>
<metaname>status</metaname:
<metavalue>Well-Formed and valid </metavalue>
</Entity>
- <Entity>
<metaname>lastModified </metaname>
<metavalue>2015-05-01T10:22:21+05:30</metavalues
</Entity>
- <Entity>
<metaname>noOfPages</metaname=
<metavalue>386</metavalue>
</Entity>
</GeneralInformation >
+ <FixityInformation=
- <DigitalSignatureInformation>
- <Entity=
<metaname>Signer</metaname=>
<metavalue> </metavalue>
</Entity>
- <Entity>
<metaname>:SignDate </metaname:

~matavaliia~ ~/matavalia~

Fig. 6 Sample Technical Information File

VI1II.CONCLUSION

The solution developed by CDAC Noida will help the
Indian Judiciary System to preserve their records for longer
period of time. These records are assets of the Indian Judicial
fertility. Current and future Law students, lawyers and judges
can refer these old records for various reasons. Even after,
decades these records can be rendered because this solution is
storing the records in the object form along with their
metadata.

This is a solution to the threat of technology obsolescence.
Besides long-term storage, this solution will also gather and
standardize the scattered records and its associated metadata
among all district court in centralized location. The records in
the form of packets can be rendered for various statistical
analyses also. Standardization of metadata among all Delhi
district courts will solve the following concerns:

1) Maintenance of case records will become easy.
2) Fast and efficient searching.

3) Reduction in redundancy

4) No scattered information
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